Zatgcznik nr 43
do Zasad stosowania klauzul informacyjnych administratora danych osobowych (...)

NICOLAS

Klauzula informacyjna Nicolaus Banku Spétdzielczego w Toruniu
dla odbiorcow przelewow i przekazéw bankowych

Na podstawie Rozporzgdzenia Parlamentu Europejskiego i Rady (UE) 2016/679 w sprawie ochrony oséb
fizycznych w zwiqzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (ogélne rozporzgdzenie o ochronie danych, dalej:
Rozporzqdzenie) Nicolaus Bank Spétdzielczy w Toruniu informuje, jak przetwarza Twoje dane
osobowe:

Kto zbiera Twoje
dane?

Administratorem Twoich danych jest Nicolaus Bank Spétdzielczy w Toruniu
(Bank)

ul. Lelewela 33,

87-100 Torun

Jak mozesz sie z

Z Administratorem mozesz sie skontaktowac:

nami ¢ osobiScie w naszej siedzibie;
skontaktowaé? ¢ poprzez adres e-mail: biuro@nicolausbank.pl;
« telefonicznie: 56 639 95 00 (optata za potgczenie zgodna z taryfq
operatora);
¢ listownie na adres: ul. Lelewela 33, 87-100 Torun.
Inspektor | W Banku jest osoba, ktéra pilnuje bezpieczefistwa  danych.
Ochrony Danych | Mozesz sie z nig skontaktowacé:

¢ listownie na adres: ul. Lelewela 33, 87-100 Toruf;
e e-mail: iodo@nicolausbank.pl

Jakie dane o
Tobie zbieramy?

Bank przetwarza w szczegdlnosci nastgepujgce kategorie Twoich danych
osobowych:
¢ dane identyfikacyjne;
¢ dane adresowe;
« dane finansowe (w tym kwote wptaty lub wyptaty);
« inne dane dotyczqce danej operacji (takie jak data operaciji, czy tytut
operacii).

Skgd mamy
Twoje dane?

¢ od podmiotu zlecajgcego wykonanie operacji

Po co uzywamy
Twoich danych?

Bank bedzie przetwarzat Twoje dane w celu:

1) realizacji umowy miedzy Bankiem, a osobq lub firmg, ktéra zlecita
przelew do wskazanego odbiorcy
e na podstawie art. 6 ust. 1lit. b Rozporzgdzenia;

2) wypetnienia obowigzkéw prawnych cigzqcych na Banku w zwigzku
z prowadzeniem dziatalnosci bankowej oraz w zwiqzku z realizacjg
umowy, w tym w szczegdlnosci wynikajgcych z przepisow

0 przeciwdziataniu praniu pieniedzy i finansowaniu terroryzmu

ena podstawie art. 6 ust. 1lit. c Rozporzqdzenia;



mailto:iodo@nicolausbank.pl

3) ustalenia, dochodzenia lub obrony przed roszczeniami

e na podstawie art. 6 ust. 1lit. f Rozporzqdzenia.

Jak diugo
przechowujemy
dane?

Twoje dane osobowe bedqg przechowywane:

)

2)

3)

4)

w zakresie readlizacji umowy, wykonania przelewu lub przekazu

i obowiqzkdw z niej wynikajgcych — przez okres obowigzywania umowy

i okresy wymagane przepisami prawa;

w zakresie dochodzenia roszczeh albo obrony przed nimi — az do

czasuy, kiedy takie roszczenia sie przedawniq i nie bedzie mozna ich juz

zgtosi¢ w zwiqzku z umowg;

w zakresie wypetnienia obowiqzkéw prawnych cigzgcych na Banku

w zwigzku z prowadzeniem dziatalno$ci bankowej oraz w zwiqgzku z

realizacjg umowy — przez okres, w jokim przepisy prawa nakazujq

bankom przechowywanie dokumentacji, w szczegdlnosci:

¢ dla dokumentacji podatkowej — przez okres 5 lat liczgc od konhca
roku kalendarzowego, w ktérym uptyngt termin ptatnosci podatku,

« dla dokumentaciji ksiggowej — przez okres 5 lat liczgc od kofica roku
kalendarzowego, w ktérym transakcje, operacje i toczgce sig
postgpowanie w tym zakresie zostato zakofczone, sptacone,
rozliczone lub przedawnione;

do czasu wypetnienia prawnie uzasadnionych intereséw Banku

stanowiqcych podstawe przetwarzania lub skutecznego wniesienia

sprzeciwu wobec takiego przetwarzania.

Odbiorcy danych

W celach wskazanych powyzej Twoje dane osobowe mogq by¢ udostepniane

przez Bank:

Zwigzkowi Bankoéw Polskich z siedzibg w Warszawie,

Komisji Nadzoru Finansowego,

Ministerstwu Finansoéw,

Narodowemu Bankowi Polskiemu,

podmiotom przetwarzajgcym Twoje dane osobowe w imieniu Banku
na podstawie zawartej z Bankiem umowy powierzenia przetwarzania
danych osobowych (tzw. podmiotom przetwarzajqce),
np. Swiadczgce ustugi z zakresu IT, audytorskie, windykacyjne i inne
wspierajgce prowadzenie dziatalnosci bankowej,

podmiotom uprawnionym do uzyskania danych na podstawie
obowiqzujgcych przepisdbw prawa, w tym przepisbw Prawa
bankowego oraz ustawy o funkcjonowaniu bankdéw spétdzielczych, ich
zrzeszaniu sie i bankach zrzeszajgcych, gdy wystgpiq z zqgdaniem
w oparciu o stosowng podstawe prawng, np. Urzqd Ochrony
Konkurenciji i Konsumentdw, Rzecznik Finansowy,

podmiotom uczestniczgcym w procesach niezbednych do wykonania
zawartych z Tobg uméw, w tym Krajowa Izba Rozliczeniowa S.A,
Polskim Standardem Ptatnosci Sp. z.0.0, Fiserv Polska S.A, Visa i
MasterCard,




e podmiotom wspierajgcym Bank w procesach biznesowych
i w czynnosciach bankowych.

Ocena danych
bez udziatu
cziowieka

W zakresie niezbednym do zawarcia i wykonania umowy z Bankiem bqdz
wypetnienia obowigzkdédw prawnych cigzgcych na Banku, Twoje dane osobowe
mogq by¢ przetwarzane w sposéb zautomatyzowany, co moze sie wiqzac ze
zautomatyzowanym podijeciem decyzji, w tym profilowaniem. Tego rodzaju
przypadki wystqpig w nastepujgcych sytuacjach:

1) dokonywania oceny ryzyka prania pieniedzy oraz finansowania
terroryymu - ocena dokonywana jest na podstawie danych
zadeklarowanych w dokumentach przedstawionych przy ztozeniu
dyspozycji lub zlecenia przeprowadzenia transakcji albo przy
zawieraniu umowy w oparciu o ustalone kryteria (rodzaju klienta,
obszaru geograficznego, przeznaczenia rachunku, rodzaju produktow,
ustug i sposobdéw ich dystrybuciji, poziomu wartosci majgtkowych
deponowanych przez klienta Ilub warto$ci przeprowadzonych
transakcji, celu, regularnosci lub czasu trwania stosunkéw
gospodarczych); konsekwencjq dokonania oceny moze by¢
automatyczne zakwalifikowanie do grupy ryzyka, gdzie kwalifikacja do
grupy nieakceptowanego ryzyka moze skutkowaé blokadg i
nienawigzaniem relacji; skutkiem ewentualnego stwierdzenia
uzasadnionych podejrzefi prania pienigdzy lub finansowania
terroryzmu jest zgtoszenie takiej transakcji do odpowiednich organow
panstwowych lub mozliwos§¢ wypowiedzenia umowy;

2) w uzasadnionych przypadkach mozliwe jest podjecie wobec Ciebie
zautomatyzowanej decyzji o odmowie wykonania transakcji ptatniczej
w przypadku podejrzenia, iz zostata ona zainicjowana przez osobe
nieuprawnionq; identyfikacja takich przypadkéw odbywa sie na
podstawie profilowania ustalonego wedtug kryteriéw zwiqgzanych z
cechami Twoich transakcji, w tym kwoty transakcji, miejsca
inicjowania transakcji, sposobu jej autoryzowania,

Jakie masz
prawa?

Zgodhnie z Rozporzqdzeniem przystuguje Ci prawo do:
1) uzyskania potwierdzenia czy Twoje dane sq przetwarzane przez Bank,
a takze prawo dostgpu do Twoich danych
e na podstawie art. 15 Rozporzqdzenia;

2) poprawienia oraz uzupetnienia danych
e na podstawie art. 16 Rozporzgdzenia;

3) usuniecia danych
e na podstawie art. 17 Rozporzgdzenia;

4) zqdania ograniczenia przetwarzania danych
e na podstawie art. 18 Rozporzqdzenia.




W zakresie w jakim podstawq przetwarzania Twoich danych osobowych jest
przestanka prawnie uzasadnionego interesu Banku, przystuguje Ci prawo
whniesienia sprzeciwu wobec przetwarzania Twoich danych osobowych.

W zakresie, w jakim podstawqg przetwarzania Twoich danych osobowych jest

zgoda, masz prawo wycofania zgody. Wycofanie zgody nie ma wptywu na
zgodno$¢ przetwarzania, ktérego dokonano na podstawie zgody przed jej
wycofaniem.

W zakresie, w jakim Twoje dane osobowe sq przetwarzane w celu zawarcia
i wykonania umowy lub przetwarzane na podstawie zgody oraz dane te sq
przetwarzane w sposdb zautomatyzowany — przystuguje Ci takze prawo do
przenoszenia danych osobowych, tj. prawo do otrzymania od Banku Twoich

danych osobowych, w ustrukturyzowanym, powszechnie uzywanym formacie
nadajgcym sie do odczytu maszynowego (mozesz przestaé te dane innemu
administratorowi danych).

W zwiqzku z podejmowaniem decyzji w sposdb zautomatyzowany, przystuguje
Ci prawo odwotania sie od decyzji Banku. Przystuguje Ci prawo do uzyskania

stosownych wyjasnien co do podstaw podjetej decyzji oraz prawo do

uzyskania interwencji ludzkief w celu podjecia ponownej decyzji

oraz do wyrazenia wtasnego stanowiska (dotyczy kredytéw konsumenckich).

Przystuguje Ci réwniez prawo do wniesienia skargi do Prezesa Urzgdu Ochrony
Danych Osobowych w sytuacji, gdy istnieje podejrzenie, ze przetwarzanie
Twoich danych osobowych narusza przepisy o ochronie danych osobowych.

Czy Twoje dane | W niektorych sytuacjach, gdy jest to konieczne do wykonania umowy (np.
bedqg | realizacji Twojej dyspozycji), Bank moze przekazaé Twoje dane do organizaciji
przekazywane do | miedzynarodowych, takich jak SWIFT, albo do instytucji majgcych siedzibe
panstwa | poza Europejskim Obszarem Gospodarczym (EOG)
trzeciego lub
organizacji

miedzynarodowej

Podanie danych osobowych przetwarzanych przez Administratora jest dobrowolne jednak
niezbedne do zawarcia i wykonania przelewu/przekazu.



